Cloud Computing avec Amazon AWS

|  |  |
| --- | --- |
| **Objectif** | Connaitre les bases, les concepts, les service fournis par la plate-forme de Cloud Computing de Amazon. La formation est destinée aux architectes de solutions, aux administrateurs système et aux développeurs. Elle les aidera à créer, développer et exploiter des applications à la fois disponibles, efficaces et sécurisées dans le cloud AWS.  Des travaux pratiques sur la plate-forme AWS seront proposés pour les fonctionnalités "incontournables" (IAM, EC2, VPC, S3, CDN, ELB, CloudFormation...) |
| **Prérequis** | Des connaissances de base Linux |
| **Durée** | 3 jours |
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